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Vision: EU Leadership + Competitiveness + Growth

Technological, Business, Societal and Policy Innovation
Agile, Integrative & Inclusive Community Building

e Partners: 46 + 9 (e.g., Allianz, Lufthansa,
Deutsche Telekom, University of Oslo,
Lancaster University)

23 academia, 23 industry

(28 academia, 27 industry)
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* Funding:
16M from EU & 7M+ additionally from
national authorities and industry
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Objectives (1)

O1: Position the CONCORDIA ecosystem, a Cybersecurity Competence
Network with leading research, technology, industrial and public
competences to build the European Secure, Resilient and Trusted
Ecosystem, with the CODE research center as coordinator and hub, and
ENISA as secretary

O3: Devise a cybersecurity roadmap to identify powerful research
paradigms, to do hands-on experimental validation, prototype and solution
development in an agile way to quickly identify successful but also
unsuccessful potential product development

O4: Develop next-generation cybersecurity solutions by taking a holistic end-
to-end data-driven approach

O5: Scale up existing research and innovation with CONCORDIA’s virtual lab
and services

O11: Establish an European Education Ecosystem for Cybersecurity
O12: Provide expertise to European policy makers and industry
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What CONCORDIA stands for?

Developing Competences, Tech Transfer, Tools,
Solutions, Services, Repositories, Education,
Policies ™) Community Building and Roadmap
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Strengthening the competitiveness and growth

Academic Research

Validation

Prototypes, Pilots,
Incubators

Commerzialization

Products

Innovation as key of success

Inclusive

Science &
Technological
Innovation

Social
Innovation

Business
Innovation

Integrative
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Holistic Data-Driven Approach

Academic Research Validation, Commercialization
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CONCORDIA's Service Catalogue

HOW TO MAKE A CONCORDIAN OUT OF YOU

nath of services to boost Cybersecurity competences)

o small or medium large
individual o o
organization organization

NOTITIA
(be aware of the EU cybersecurity landscape)

Cybersecurity Cybersecurity Cybersecurity
Updates Research Improvements

Subscribe and receive Check out our scientific Give a look to our
references to the latest facts publications on user-, deliverables and follow the
on international research, application-, network-, and improvements CONCORDIA
EU laws, economic aspects, device-centric security is providing to the EU

funding opportunities. cybersecurity world

Concordian Media Women Manifesto Cybersecurity

coNC@RDIA
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... Much more ....
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CONCORDIA's Service Catalogue

HOW TO MAKE A CONCORDIAN OUT OF YOU
nath of services to boost Cybersecurit netences)

Stakeholder
Groups e.g.
National
Cybersecurity
Agencies

Liaison Groups
e.g. ENISA,

EDA, Word Community

Economic
Forum

Building
CONCORDIA
Service Catalogue

Observer

Groups e.q.
Standardisation,

Certification
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CONCORDIA's Service Catalogue

Skills: Virtual Labs, Services, Training, Education

Home Consortium Downloads \Workshops Events News

Publicity

coNcERDIA
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CONCORDIA's Service Catalogue s v

WOMEN IN CYBER

A MANIFESTO FOR TODAY
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CONCORDIA is Boosting the Future of
Cybersecurity in the EU!

Be Part of It!

www.concordia-h2020.eu
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Contact

Research Institute CODE
Carl-Wery-StraRe 22
81739 Munich
Germany

contact@concordia-h2020.eu

Follow us

&

www.concordia-h2020.eu

o

www.twitter.com/concordiah2020

f/

www.facebook.com/concordia.eu

www.linkedin.com/in/concordia-h2020

www.instagram.com/concordiah2020.eu




