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Relevant Facts&figures

Source: McAfee and the center for Strategic and 
International Studies, 2018 

The gap (2018) of 
cybersecurity 

Professionals is estimated 
142k just in EMEA...

and is expected to grow in 
2019

Source: (ISC)2 Cybersecurity workforce 
study, 2018

Source: Micro Focus, Growth of data – 2017, Linkedin
SlideShare, November 6, 2017

Skill Gaps ask 
for new cybe 

training 
programmes

The SA Computer 
Based Training 

market is estimated 
to grow 47% in 

2019 ($660 million)
Source: Gartner Security 

Awareness CBT report

$ 600 
Billion

Skill Gap is  
142k just in 

EMEA

463 Billion 
Gb of data 

by 2026
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Gap in Cybersec Professionals, by Region

Source: (ISC)2 Cybersecurity workforce study, 2018
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Customisation is the way!

Source: KPMG Cyber security: it’s not just about technology
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Company size and cybersecurity training

Source: Cyber Security Breaches Survey 2019 – Department for Digital, Culture, Media & Sport

Large Enterprises have more resources to dedicate to Cyber Security Training 
than SMEs.

CYBERWISER.eu aims at removing this barrier, lowering costs and accessing to 
innovative solutions for Cyber Security Training

Organisations where staff have had cyber security training in the last 12 months 
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Cyber security training – Who is trained? 

Source: Cyber Security Breaches Survey 2019 – Department for Digital, Culture, Media & Sport

Cyber training appears to be addressed mainly to Directors and Senior management

Which Individuals receive cyber security training where it is offered
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Increasingly sopisticated solutions

Target audience: Students, 
Delivery model: Phisical or online

Traditional Courses

Online Courses

Cyber Range Platforms

Integrated environments
with advanced tools

Target audience: Small Enterprises, Students
Delivery model: Online, MOOCs

Target audience: Medium Enterprises, Military
Delivery model: Online, Onsite

Target audience: Large Enterprises, Government
Delivery model: Online, Onsite

High level innovation potential:
Focus on private business and individual 

learners
Fully integrated nature of the product offering
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Positioning Analysis

Orange = North American Platform

Green = Rest of the World Platform

Blu = European Platform

Innovative approach including risk-based tools and automatic 
generation of scenarios is the new frontier of training


